Mega-Attacks Down

The largest attack came courtesy of those seen
100 Gbps per second (Gbps), and comprised
attackers using PBot to create a mini-DDoS botnet
attack. This was the largest DDoS attack seen this
quarter.

Repurposing Mirai and PBot

PBot was repurposed to attack its target with hundreds,
rather than thousands of compromised nodes.
This botnet was used to attack its target with
hundreds, rather than thousands of compromised nodes.
This quarter, a financial organization
was targeted in a 75 Gbps attack, bringing a +44% increase.
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Clean networks have 1%–5% NXDomain responses, while infected
networks have 15%–33% NXDomain responses.
(this response code implies a domain does not exist)
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