Akamai secures and delivers digital experiences for the world’s largest companies. The globally distributed Akamai Intelligent Edge Platform™ surrounds everything, from the enterprise to the cloud, giving us unique insight into the state of our digital world. We process trillions of Internet transactions each day, allowing us to gather and analyze massive amounts of data on metrics related to threats and attacks, broadband connectivity, and media delivery. Akamai’s State of the Internet was created to help businesses and governments make better strategic decisions by leveraging this data and the insights it offers.

Virtually every business is impacted by credential stuffing botnets. The term “botnet” can be alarming, but everything from web crawlers to site scrapers to account takeover tools can be defined as a botnet. Many botnets can be described as beneficial or at least neutral, but credential stuffing botnets are exclusively malicious.

We are focusing primarily on the financial services industry in this report since, along with retail, it seems to be a prime target for credential stuffing attacks. With over 30 billion malicious login attempts from the beginning of November 2017 until the end of June 2018, it’s a necessary deep dive for us to take so businesses can protect their assets and those of their customers.

Between May and June 2018, Akamai detected more than 8.3 billion malicious login attempts. However, many botnets attempt to remain in stealth mode for as long as possible.

Our first attack examination looks at a financial services institution that experienced three botnets simultaneously trying to take advantage of their site. A loud and brash credential stuffing bot was the first thing to draw attention to the attacks, but it was what was found during the deeper review of the traffic that is the interesting part.
When the alarm was triggered for a spike in malicious logins, it was discovered that just one botnet wasn’t causing the chaos. While many companies would typically treat this like a DDoS attack, it became apparent to the business that they would need to look deeper into why this spike happened.

As we peeled back the layers, three botnets were discovered — and the most dangerous one was not the one with the biggest force. It was the one that had gone undetected for so long since it never rocked the Richter scale.

One reason many organizations don’t have stronger controls to prevent credential stuffing is that 70% of the people surveyed (Ponemon report, October 2017) believe the tools needed to defend against these attacks diminish the web experience of legitimate users. The tension between web teams and security teams often revolves around user experiences, with any control that impacts the user experience, and therefore conversion rates, facing an uphill battle from the start. Clearly, credential stuffing defenses need to able to function without introducing user lag to be successful.

The report covers not only this example, but also takes a closer look at credential stuffing as a trend and the types of bots to look out for, and an exploration into why the U.S. seems to be bearing the brunt of the worldwide credential stuffing trend.

Download the full report at akamai.com/SOTI.
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